# Ethical issues related to privacy and computing/information science

[1] Computer ethics is about not harming other people using the computer. An example of using computer in an unethical manner [2] would be to access someone’s personnel data, manipulate or destroy data then it considered to commit a crime. E.g., the commander Chris Greany, Police of the London city says fraud and cybercrime are being committed from every region of the world, where the criminals use the computer to targets the victims from different region and clear their bank accounts through an unauthorized access without knowing or contacting the victim.

In order to be un-harmed using computer technology, victim must take every step to protect themselves. Whenever they are making any online transaction victim must take time to think before they proceed with the online process. In an article Mark Castle, the chief executive of charity victim support says “increasing amount of cybercrime and online fraud are shocking in England and Wales which results financial loss and online fraud make people exhausted and feel them loose their confidence ashamed “.

Record of computer misuse and online fraud are Collected by the [2]ONS i.e. Office for National Statistics until last year’s indicates 5.8million out of which 2.5 million are bank and credit cards fraud, one million are the online shopping fraud and around 108,000 were the incidents associated with romance which results mental depression to the victims. Approximately 1.4 million are suffering with computer virus attacks and 650,000 people reported about the email and social media profile being hacked.

[1] When using the computer not to interfere or destroy in someone’s work. Programs such as virus destroy important computer programs or interfere in the normal process of the computer. Malicious software can destroy the function of the computer in many different forms, like it will overload memory in the computer. Hence the computer processing will be slow or sometimes will stop working. It is unethical to use the malicious software for attacking the computer.

According to BBC news, [3] the shares in Marine engineering firm James Fisher and sons were the victim of the malicious cyber-attack where they have dive of 5%. The Barrow-in-Furness firm revealed hackers tried to access their computer, so the company did all their system offline to protect themselves from being the victim. Another incident of cyber-attack happened in the Country of[4] Georgia where more than 2,000 websites had been affected and the national Tv stations had stopped working where the attackers tried to access the personal data , many website’s homepage have changed to an image of the former President Mikhail Saakashvili with a caption as I WILL BE BACK AGAIN where more than 15000 webpages being affected. As well as Irakli chikhladze, the head of news in the TV station Imedi disclosed there was no signal due to which broadcasting had stopped. Both Imedi and Maestro network was affected with the malicious attack where Imedi TV was not working for an hour and Maestro computer was completely damaged with its other equipment’s.

[5] In Britain many NHS like Hospitals and GP Surgeries in England and Scotland had hit badly by a ransomware Virus attack in the year 2017 where all the computers stopped working and many appointments were cancelled which was a complete disaster to the staff and the patients. The malware called wanna decrypt or hijacked all the data and locked them and the attackers demanded huge amount from the NHS to restore all the data.

To tackle the malware attacks Microsoft made an extra detection and protection services against the WannaCry malware. The people who have computer with windows should keep updating their system and must use the antivirus software to protect their computer. Also, the cyber security has discovered “kill switch” against ransomware to protect the computer.

[1] while using computer to communicate with others be respectful and courteous with the people you are communicating. When you post something or comment on someone’s post be very careful read twice before you decide to comment or post something. The way you convey message through email or comment on social media can make good impression or even a negative impression about you depends on your way of commenting. Wrong comment can be disrespectful to someone or can considered as a cyber bully. Cyberbullying can be very dangerous and unethical way of using computer technology. For example, [6]in the city of Panama, Florida during the year 2018 police arrested two 12 years old children in the accuse of cyberbullying a middle school girl who committed suicide.[7] The prince of Duke of Cambridge was inspired with a mother who lost her son and launched a program “Green Cross Code” to stop the cyber bully for the internet. The mother Lucy Alexander’s son, named Felix committed suicide at the age of 17 years because Felix was being bullied from the social media. That’s why these days Facebook and Snapchat started giving access to the counselling to stop crime through online communication via computer. As well as few more companies like Google and EE started supporting and taking part in the Green cross code project. Also, Prince William requested about the cyberbully task in the google head quarter, London for the tech engineers to collaborate and provide education to everyone about the danger of cyberbullying.
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